
Cybersmart

SAFETY    TIPS
Add these useful tips to your cybersmart arsenal

to keep yourself and your organization safe!

PHISHING
Always verify email addresses and links, and 
be wary of unexpected attachments or urgent 
requests for sensitive information.

BUSINESS EMAIL
COMPROMISE
Ensure all business communication is  
verified through known contacts and secure
communication channels.

PRETEXTING
Verify the requester’s identity through trusted  
communication channels before sharing sensitive 
information or complying with any unusual requests.

AI CHATBOTS
Follow your organization’s policy regarding the 
use of AI chatbots. Never share any personal or 
organizational information with them.

SOCIAL MEDIA
Set strict privacy settings and be cautious about 
sharing personal information, location, or other 
sensitive details on social media platforms.
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